**《信息系统安全实验》——系统安全实验检查单**

班级\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 学号\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 姓名\_\_\_\_\_\_\_\_\_\_\_\_\_ 得分\_\_\_\_\_\_\_\_\_\_\_\_\_

检查表

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 序号 | 功能项 | 分值 | 完成分 | 检查人 | 检查时间 |
| 1 | 对/bin/ping程序进行访问控制 | 10 |  |  |  |
| 2 | 通过AppArmor，限制reverse shell中的命令 | 15 |  |  |  |
| 3 | 使用chroot 对web server进行约束，测试exploit | 15 |  |  |  |
| 4 | 改变进程euid，测试exploit | 15 |  |  |  |
| 5 | 使用seccomp 对web server的vulnerable进程进行约束，测试exploit | 30 |  |  |  |
| 6 | 使用apparmor对web server的vulnerable进程进行约束，测试exploit | 15 |  |  |  |
|  |  |  |  |  |  |